


1. Purpose  

1.1 Purpose 

Data quality is commonly defined as accuracy, comprehensiveness, timeliness, and consistency of data. 
Data Quality Management is the establishment and implementation of data quality roles, responsibilities, 
standards, policies, procedures, and tools. When data is accurate, comprehensive, timely, and consistent 
with the end users’ needs, it is referred to as ‘fit for purpose’.  

The adoption of this standard is mandatory to ensure that the implementation of the Data Management 
Policy in relation to Structured Data (“the Policy”) is carried out appropriately and consistently across 
businesses functions at BBB. 

This standard defines requirements for achieving ‘fit for purpose’ data, through establishment of a data 
quality strategy that encompasses managing, measuring, and governing the quality and consistency of 
BBB’s data. The data quality strategy focusses on: 
 

• Establishing data quality controls, data profiling processes 

• Development and implementation of data quality rules and issue management 

• Performing data quality monitoring and reporting 

• Understanding data quality tooling requirements 

 
This standard provides specific requirements to guide implementation of data quality controls, data 
profiling processes, implementation of data quality rules, reporting, issue management. This standard 
may require be applied to data acquired from a third party or vendor which is used as master or reference 
data.  
 

 

2. Scope 
This Policy and the associated Standards, apply to all BBB entities, operations, subsidiaries, and Colleagues (see 
Appendix A Policy Scoping, Policy Governance Framework for definitions) and interactions with Structured Data 
(“data”), from origination to processing, reporting and analytics. 
  





Data Quality Profiling 

Data quality profiling focuses on examining data available within a data set and gathering statistics and 
information about that data. It helps not only to understand anomalies and to assess data quality, but also 
to discover, register, and assess metadata which is not previously available.  

Data quality profiling is usually completed at the time of creation or modification of data (for example, 
following the system of ingestion), with results used to facilitate the creation and refinement of data quality 
rules and controls.  

 

Data Quality Rules 

Data quality rules represent requirements defined by a central function or product team business, to 
enable the measurement and monitoring of data against the standard data quality dimensions of accuracy, 
completeness, validity, conformity, consistency, timeliness and uniqueness. 

Implementation and development of rules is an iterative process. Application of the data quality rules is 
triggered by the origination of fresh data, to identify data quality exceptions at the earliest point in the data 
lifecycle. 

 
Data Quality Controls 

Preventative Controls: 

Preventative controls may apply to data at any stage in the data lifecycle across any type of system or 
platform. These may include input controls, validation checks, and other preventative controls to ensure 
data meets business rules upon origination in systems of ingest, or aggregation within systems of record.  

Where possible, the preventative controls would be applied at origination or as close as possible to help 
prevent data quality exceptions through following aggregation and analytics or reporting stages.  

They are usually implemented by business functions, adopting built-in solutions and user interface design 
changes implemented through iterative product or software development activity.   

Preventative controls must include validations controls and completeness controls. 

• Validation Controls: Performed upon data capture typically where users interact through a user 
interface. Additional preventive data quality controls must check for the presence of defaulted 
values exceeding thresholds and capture of the correct data type. 

• Comprehensiveness Controls: Performed upon data capture to measure the availability of all 
data as compared to the complete population of interest. Comprehensiveness controls, while 
primarily performed on the origination layer, may also be performed for aggregation and reporting 
layers, when appropriate to identify any potential data omissions.  

 
Detective Controls: 

Detective controls typically apply to data at rest, including measuring against established business rules. 
They are designed to identify and discover data quality exceptions that may be introduced as data moves 
from origination to aggregation and reporting layers through the data lifecycle.  

Detective controls require business functions to collaborate with end users and the Data Management 
Office (DMO) to institute effective management. These controls can be both automated (recommended) 
and manual (where necessary) and include cross system controls, as appropriate.  

 

















Appendix 1 - Policy Scope Categories 

 

 




